
 

THE FAREHAM WELL 

Privacy Notice – Grants Programme 

 

This Privacy Notice explains what happens to the personal information that we collect from you 
when you apply for funding from The Fareham Well Grants Programme.  

We take data protection very seriously and respect the privacy of our applicants and 
beneficiaries of our grant funding. We are committed to protecting and respecting your privacy 
and the privacy of those beneficiaries in accordance with the UK General Data Protection 
Regulation ("GDPR").  

We may update this Privacy Notice from time to time so please check this page occasionally to 
ensure that you’re happy with any changes.  

Please take time to read this Privacy Notice carefully so you understand how we treat and use 
your personal information.  

Who are we?  

We are The Fareham Well, a Charitable Incorporated Organisation ("we" or "us"). We are 
registered with the Charity Commission under charity number 1074045 and our registered office 
is 33 Southampton Road, Fareham, Hampshire PO16 9DZ.  

What information do we collect from you?  

We collect the information that you provide to us in your grant application which will include the 
following personal information:  

• Your full contact name(s) 
• Your contact telephone number(s) 
• Your contact email address(es) 
• Your contact address(es) 
• Potentially the name and relevant circumstances of any individual beneficiary who may 

benefit from the funding 

How is your information held?  

Once collected, we hold your information on our database, which is held on our own secure 
systems within the United Kingdom.  

How will we use your information?  

GDPR says that we are allowed to use personal information only if we have a proper reason to 
do so which may be:  

• When it is our legal duty; or  
• When it is in our legitimate interests; or  
• When you consent to it.  

A legitimate interest is when we have a business or commercial reason to use your information. 
But even then, it must not unfairly go against what is right and best for you. If we rely on our 
legitimate interest, we will tell you what that is.  
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We may use your personal information (and the personal information of the beneficiaries) you 
provide us with for the following reasons:  
 

Purpose of Processing  
Your Personal Information 

 

Legal Basis 

To assess your eligibility (or the eligibility of 
the proposed beneficiary) to be awarded 
grant funding. 
 

Necessary for our legitimate interests to 
ensure that applicants meet our eligibility 
criteria. 

To communicate to you the outcome of your 
grant application. 

Necessary for our legitimate interests to 
ensure that applicants are notified of our 
decision. 
 

If your application is successful, to 
administer the award of the grant (for 
example to process grant payments to you – 
please refer to the “Who has access to your 
information?” section of this Privacy Notice). 
 

Necessary for our legitimate interests to 
ensure that our grant can be properly 
administered and delivered in accordance 
with our applicant’s expectations. 

To monitor how the grant has been applied 
(for example we may contact you to request 
receipts for any grant monies spent). 
 

Necessary for our legitimate interests to 
ensure that our grants are properly applied to 
the purposes for which they were awarded. 

To administer and analyse the award of 
grants for management and research 
purposes.  
 

Necessary for our legitimate interests to 
ensure that our grants are properly managed 

To contact you if we believe that you may be 
eligible for other grant funding, whether via 
one of our other grant schemes or grants 
offered by other organisations  
 
Where you have provided your consent to do 
so, we may pass your contact information 
onto other organisations for these purposes – 
please refer to the “Who has access to your 
information?” section of this Privacy Notice. 
 

On the basis of consent, specifically where 
we ask your consent to be able to pass your 
contact information onto our partners or 
other organisations 

 
We may also need to compile reports detailing the number and nature of grant applications 
received and awarded within certain periods of time, which we may share with our colleagues or 
external third parties for management and research purposes. In doing so, we will remove all 
personal information from these reports.  

If you have a question regarding how we use your personal information, please address your 
communication to the "Data Protection Representative" using one of the methods set out in the 
“How can you find out about and update your information?” section of this Privacy Notice.  
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How long will we hold your information for?  

If your application is successful  

We will retain your personal information for a period of 7 years from the date of receipt of the 
final instalment of grant funding relating to your grant award.  

We will hold your personal information for this length of time because we are required to keep it 
for audit purposes. After the expiry of this period, your case file will be anonymised so that your 
personal information is removed but such that we can still retain general information about your 
application and the grant funding that you received.  

If your application is successful but is later withdrawn or terminated  

We will retain your personal information for a period of 3 years from the date of withdrawal or 
termination.  

We will hold your personal information for this length of time because we are required to keep it 
for audit purposes. After the expiry of this period, your case file will be anonymised so that your 
personal information is removed but such that we can still retain general information about your 
application and the grant funding that you received.  

If your application is not successful  

We will retain your personal information for a period of 3 years from the date you are notified 
that your application has not been successful.  

We will hold your personal information for this length of time because we are required to keep it 
for audit purposes. After the expiry of this period, your case file will be anonymised such that 
that your personal information is removed but so we can still retain general information about 
your application.  

We will from time to time review our retention periods, but we will only ever hold your personal 
information on our database for as long as we believe is necessary for reasons set out above.  

Only processing the personal information that we need to  

Your personal information will only be processed to the extent that it is necessary for the 
specific purposes we tell you about.  

Who has access to your information?  

We reserve the right to pass any or all of your personal information to the police or any other law 
enforcement agency for the purposes of:  

• Compliance with any of our legal obligations. 
• Crime detection or prevention. 
• Your misuse, or suspected misuse, of our application process any grant funding 

awarded.  

We may also be required to share your personal information if we are under a duty to do so in 
order to comply with any legal obligation or to protect our rights, property or the safety of our 
organisation, applicants, grant holders, partners, suppliers, trustees or volunteers. This 
includes exchanging information with our insurers, legal advisers and other companies and 
organisations for the purposes of fraud protection.  



4 
 

Apart from the circumstances set out above, we will not disclose your personal information to a 
third party without your consent, unless we are satisfied that they are legally entitled to the 
information. Where we disclose your personal information to a third party, we will have regard to 
the data protection principles.  

We will not:  

• Sell your personal information to third parties.  
• Share your personal information with third parties, or use it or ourselves, for marketing 

purposes (unless you have given your consent for us to do so).  

How can you find out about and update your information?  

You have the right to ask for a copy of the personal information that we hold about you or the 
beneficiaries. You also have the right to ask that we delete your personal information from our 
database (although in some circumstances we are still entitled to keep it).  

If you wish to do so, please contact us:  

• By email at admin@farehamwell.org.uk  
• By post for the attention of the Data Protection Representative, The Fareham Well, 33 

Southampton Road, Fareham, Hampshire PO16 9DZ.  

In order to fulfil your request, we may need to first verify your identity.  

Any questions regarding this Privacy Notice can be sent to us using the same contact details 
above.  

The accuracy of your information is also important to us. If you change contact details or if you 
believe that any of the other personal information that we hold is inaccurate, incomplete or out 
of date, please contact us:  

• By email at admin@gfarehamwell.org.uk 
• By post for the attention of The Fareham Well 

In addition to your rights set out elsewhere in this Privacy Notice, you also have the right to:  

• Request details from us of the recipients of your personal information or the categories 
of recipients of your personal information, if it is supplied by us to any third parties. 

• In certain circumstances, have the processing of your personal information restricted. 
• In certain circumstances, be provided with the personal information that you have 

supplied to us, in a portable format that can be transmitted to another company. 
• In certain circumstances, not to be subject to a decision that is based solely on 

automated processing which would have a legal or significant impact on you.  

If you wish to exercise any of the rights set out above, you must make the request in writing 
addressed to the "Data Protection Representative" using one of the methods set out in the “How 
can you find out about and update your information?” section of this Privacy Notice  

Withdrawal of consent  

If you have provided your consent for us to process your personal information, you have the right 
to withdraw your consent at any time. This will not affect the legality of our consent-based use 
before you withdrew your consent.  

mailto:admin@farehamwell.org.uk
mailto:admin@gfarehamwell.org.uk
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If you wish to exercise your right to withdraw your consent, you must make the request in writing 
addressed to the "Data Protection Representative " using one of the methods set out in the 
“How can you find out about and update your information?” section of this Privacy Notice.  

The right to object  

You have the right to object to our use of your personal information, or to ask us to delete, 
remove, or stop using your personal information if there is no need for us to keep it. This is 
known as the “right to be forgotten”.  

There may be legal or other reasons why we need to keep or use your information, but please 
tell us if you think that we should not be using it.  

We may sometimes be able to restrict the use of your personal information. This means that it 
can only be used for certain things, such as legal claims or to exercise legal rights. In this 
situation, we would not use or share your information in other ways while it is restricted. 

If you object to our processing of any of your personal information, you must make the request 
in writing addressed to the “Data Protection Representative” using one of the methods set out in 
the “How can you find out about and update your information?” section of this Privacy Notice.  

How we keep your data secure  

We use reasonable and up to date security methods to keep your data secure and to prevent 
unauthorised or unlawful access to your information. All information you provide to us is stored 
on the secured systems of The Fareham Well.  

Transferring your personal information outside the European Economic Area ("EEA")  

We will not transfer your personal information outside the EEA unless such transfer is compliant 
with GDPR. This means that we cannot transfer any of your personal information outside the 
EEA unless:  

• The EU Commission has decided that another country or international organisation 
ensures an adequate level of protection for your personal information; or  

• The transfer of your personal information is subject to appropriate safeguards, which 
may include: binding corporate rules; or standard data protection clauses adopted by 
the EU Commission; or  

• One of the derogations in GDPR applies (including if you explicitly consent to the 
proposed transfer).  

Right to make a complaint  

If you have any issues with our processing of your personal information, please raise this with us 
in the first instance so that we can resolve the matter as soon as possible. 

If resolution cannot be reached and you would like to make a complaint, you may contact the 
Information Commissioner's Office helpline on 0303 123 1113 or their live chat service. 


